紀錄編號： 填表日期：　　年　　月　　日

|  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- |
| 申請人填寫 | 申請單位 |  | | 連絡電話 |  | |
| 申請人  (管理者) |  | | E-mail |  | |
| 主機IP |  | | 存放  /使用位置 | ex:資訊館機房、301實驗室 | |
| 主機用途 | ex:網頁伺服器、DNS | | 作業系統 | ex:Windows Server2019 | |
| 申請規則(如有多筆資料，請參照附件表格) | □開放外對內連線 □限制外對內連線 □放寬連線數限制 □其他 | | | | |
| 來源IP |  | | 來源Port |  |
| 目的IP |  | | 目的Port |  |
| 有效時間 | 年 月 日至 年 月 日 (最長為一年) | | | | |
| 申請目的及其他說明 |  | | | | |
| 申請人必須注意並遵守下列事項:   1. 防火牆規則開放申請須由開放連線之IP主機系統管理人或管理單位提出或同意，來源IP如為校外單位，並請註明來源單位(如：XXX大學、XXX公司)。 2. IP使用者或管理人員必須遵守「國立陽明交通大學校園網路使用規範」，不得影響校園網路正常維運及服務品質。 3. IP使用者或管理人員必須遵守「資通安全管理法」、「個人資料保護法」，善盡個人資訊保護及管理責任，針對已放防火牆申請之主機與相關系統加強資安防護措施。 4. 資訊技術服務中心仍會針對已開放規則之IP網路流量與行為進行監管，並可視情況隨時中斷防火牆規則開放。 | | | | | |

|  |  |  |
| --- | --- | --- |
| 承辦單位 | 審核日期 | 年 月 日 |
| 審核結果 | □可執行□無法執行(原因)： |
| 處理記錄 | 網路防禦設備： 區域：  規則名稱： 設定檔備份：□是 |

|  |  |  |  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- | --- | --- | --- |
| 1 | 申請人填寫 | | 2 | IP/主機管理單位同意 | | 3 | 資訊技術服務中心執行 | |
| 申請人 | | 指導教授  /單位主管 | 單位網管  /主機管理人 | | 單位主管 | 設備管理人 | | 中心主管 |
|  | |  | □同申請人 | |  |  | |  |

附件表格 (表格若不敷使用，請自行增加欄位)

|  |  |  |  |  |  |
| --- | --- | --- | --- | --- | --- |
| **序號** | **進出方向** | **來源IP** | **來源port** | **目地IP** | **目地port** |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |
|  | □進 □出 |  |  |  |  |